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ABSTRACT

O Auth stands for Open Authorization. It's a freelapen protocol, built on IETF standards and kesnfrom
the Open Web Foundation, and is the right solutimrsecuring open platforms. OAuth 2.0 frameworksvgaiblished in
October of 2012, is an open standard used for gmmyi authorization to third-party applications. Ti@Auth is
implemented with help of authorization token withmited rights, which the user can revoke at anyetismould they
become suspicious or dissatisfied with the app’thaysing to access your application. This methibmlas an application
provider to gain access to selective APIs withbetrieed for entire user-data. OAuth 2.0 was sueckbd its 1.0 standard
which soon got replaced because OAuth 2.0 provigetiter non-browser based application support, ¢essplicated
signatures (no special parsing, sorting or encqdieg SSL is required for all communication, oolye security token on
every API call and more security features. OAuth dvercame with all the problems associated withahd is more
secure than 2.0. OAuth is a widely used standardelweral Resource Providers and social networkileg.sThis paper

deals with the working of OAuth Protocol.
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